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Overview

Key Components & Technologies

• Background and Concept

• Key Components of SSI

• Example Use Cases

• Intro to KeyShare
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Background and Concepts
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Identity

Concept



PassiveBoltConfidential – Do Not Distribute

What is  Se lf-s overe ign  identity (SSI)?

Intro to SSI
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Princ ip les  of SSI

Self-Sovereign Identity (SSI)

• Control: Users have authority over their own identity

• Access: Users decide who can access their data

• Transparency: Clear policies on data usage

• Portability: Ability to use identity across different platforms
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Key Components of SSI
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Decentra lized  Identifie r (DIDs )

Key Components of SSI

Decentralized Identifiers (DIDs) are globally unique, persistent, and resolvable identifiers that 
enable individuals, organizations, and things to establish and control their digital identity.

A Decentralized Identifier, or DID, is a URI composed of three parts: the scheme did:, a 
method identifier, and a unique, method-specific identifier specified by the DID method.

did:nfid:1234567890abcdef
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Decentra lized  Identifie r (DIDs )

Key Components of SSI

Standards Body:
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Attes ta tion  (VC) Example  

Key Components of SSI

A verifiable credential is a digitally signed attestation of a fact or claim about an entity, such as a person's 
identity, qualifications, or attributes, that can be cryptographically verified by others.
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Trus t Triangle

Key Components of SSI
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Example Use Cases
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Acces s  Contro l

Use Cases

SSI as an enabler for secure, decentralized access control

• Reimagining access control with SSI

• Trust without centralized authorities

Some advantages over traditional access control systems

• Improved security: Decentralized systems reduce breach risks

• User-centric: Empowering users to manage access

• Enhanced privacy: Minimizing unnecessary data storage

• Compliance by design to expanding privacy laws (GDPR, BIPA, CCPA, VCPA, CO, NY etc.)
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Decentra lized  Biometrics

Use Cases

Access
Attestation Proofs

Bio Template
Attestation
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BLE Communica tion  Flow

Use Cases
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Intro to KeyShare
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Secure ly s to re  & 
s hare  trave ler p rofile

Intro to KeyShare

Receive  acces s  
(e .g . keys , pas s )

In terac t with  
trave ler p roviders
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Intro to KeyShare

KeyShare Walle t
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Intro to KeyShare

Mobile  Key
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Intro to KeyShare

Mobile  Key (Legic)
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Future Trends and Developments 
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SSI has  s ign ificant leg is la tive  momentum

Adoption of SSI

Bhutan  Nationa l ID
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…a long  with  ins titu tiona l and  indus try momentum

Adoption of SSI

and many more…
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Future  Trends  and  Development

Standards Development

• Governance and Trust Framework

• New standards and protocols: Evolving the SSI ecosystem

NFID Foundation



Name: Simon Forster | Email: simon@passivebolt.com | Phone: +49 (171) 5033142

Contact

PassiveBolt ™
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We invite  you  to  jo in  us  on  th is  exc iting  journey in to  the  fu ture  of acces s  contro l by 
empowering  us ers  to  contro l the ir d ig ita l iden tities  and  acces s  bo th  d ig ita l and  phys ica l 
s paces  without compromis ing  privacy or iden tity da ta .

Thank you
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